**Name : ACHYUT PRASAD AMMALADDINE Organization: Maveric Systems Limited**

**E-Mail:** [**achyuth.0993@gmail.com**](mailto:achyuth.0993@gmail.com) **https://maveric-systems.com/**

**Mobile Number: +91 9441026886**

**Summary:**

* Having **4+ years** of experience in Automating Deployments/ Continuous integration/Software Configuration and on other several DevOps processes. Experienced in working on DevOps operations process and tools.
* Extensively worked with Version Control System like GIT and GIT workflows.
* Implemented a few CI/CD pipeline flows on Jenkins. Administered and Implemented Jenkins for automated/scheduled builds.
* Administration and creation of Individual Jenkins jobs, including automatic generation, reporting, and alerting of build failures and build status indicators.
* Good knowledge in using build tools like MAVEN for the building of deployable artifacts such as War & Jar from source code.
* Good Experience in Docker like creating Docker Images and composing them to Docker Containers.
* Changed Role based access to project-based security to give limited access to developers for build and deploy the changes.
* Configured the ingress routing issues which related to Kubernetes. I have a very good understanding on Microservice architecture.
* Deployed many services by using Helm charts.
* Have a good knowledge of AWS VPC, Subnet, ALB, NLB, EC2 instances, IAM Roles, ACM, RDS & CloudWatch.
* Experience on Azure DevOps and Implementing ARM templates for the Azure Resources
* Implementing security for the applications in cloud and the data in Azure by using Key Vault, SAS tokens of Storage Accounts, Role Based Access Control and restricting the access from specific networks to the PaaS services.
* Installed Mifos by using Shell script in all the environments like Dev, Twinn & Prod
* Worked on maintaining CI & CD pipelines and delivering releases for multiple Applications running on Linux based distributed Infrastructure.

**Certification:**

* Completed **AZ-104** Microsoft Azure Administrator certification.
* Planning to complete AWS **Certified Solutions Architect** – Associate (SAA-C03) certification.

**Technical Skills:**

Version Control Tools : GIT & GIT LAB

Containerization Tools : Docker & Kubernetes

Configuration Management : Ansible, Terraform

Continuous Integration Tool : Jenkins, CI/CD automation

Artifactory Server : Nexus

Web Server : Apache Tomcat

Operating Systems : Linux, Windows

Monitoring Tools : Prometheus and Grafana, Dynatrace

Ticketing Tool : JIRA

Cloud Environments : AWS, GCP & AZURE

Application Server :   Nginx & Apache Tomcat

Scripting language : Shell scripting, Groovy programming language & terraform.

Database : MySQL & MongoDB

**Organization: Maveric Systems Limited**

**URL:** **https://maveric-systems.com/**

**Project Experience:**

**Project# 1: UNO DIGITAL Bank**

**Client: UNO Bank, Philippines**

**Description:**

UNO Asia’s technology is cost-effective and scalable to bring innovative, future-looking digital banking services to customers in the Philippines. Building the UNO Digital Bank on AWS enables UNO Asia to meet the highest and most recent security and compliance standards set by local regulators and government bodies.

**Responsibilities:**

* Handling infrastructure changes and DevOps domain issues on a day-to-day basis.
* Worked on the **S3 bucket folder Permissions**, to restrict the folder access of the specific user.
* Worked on Grafana Dashboards & setup the Microsoft Teams & Email Alerts, created the Rules for the same.
* Worked on **Dynatrace POC** & responsible of configuration when it is incorporated it into UAT & Production.
* In Dynatrace we have worked on Access Management, Creating Management Zones, Configure the UAT & Production **EKS nodes, Dashboards**, Configure the backend API call, Full Stack Monitoring of K8S Cluster etc.
* Working on the **AWS AppStream 2.0 service**, we have done the POC on this and help them to identify which one is better than the current Environment, respective to Cost, Latency, Security etc.
* Worked on all the Security Endpoints which came us from IT team, like Web Filtering, Restrict Admin privilege, Integration with Azure AD SSO & MFA, Anti Malware Protection, Data Protection (DLP) etc.
* Integrated SSO from AWS to Azure AD via SAML authentication.
* Configured the Azure Ad and created the Groups and set the permissions.
* Responsible for setting up Batch job for a **python and shell script** and scheduled an event like cron to run the script at user specified time.

**Project# 2: PERCIPIENT UNI Connect**

**Client: UNI Connect Asia , Singapore**

**Description:**

Designing, implementing, and supporting fully automated Continuous Integration and Continuous Delivery processes. Automated build & release management process including monitoring changes between versions.

**Responsibilities:**

* Percipient is a Banking domain project, Maveric providing technical support to generate APIs for all modules of application.
* Maintaining project in a cloud environment like GCP and AWS, for Database Mango DB, MySQL and by using JAVA developing API’s and Microservices.
* Creation of PowerShell scripts and add extensions while creating VMs.
* Responsible for creating Network Security Groups and adding inbound rules for various ports.
* Installed Mifos by using Shell script in all the environments like Dev, Twinn & Prod
* Installing and configuring **Terraform**and building the infrastructure using terraform configuration file.
* Created the multiple Environment from the scratch by using Terraform files to create cluster, Created Bastion EC2 servers, node groups, ALB in AWS project.
* Successfully created RDS and created users and databases for Fineract, key clock, kanga services.
* Created AWS Container registry to maintain the images for projects.
* Maintained GitHub for all the services which related to project and maintained the helms in repo.
* Setup and maintain continuous integration and continuous deployment with Jenkins pipelines on Kubernetes cluster on various environments.
* Design and develop continuous integration and continuous deployments with tools like GIT and Jenkins.
* Responsible for **MongoDB**installation, configuration, and administration. Also ensured connection to RDS database is running on MySQL engines.
* Experience in deploying system stacks for various environments like **Dev, Twinn & Prod**on both premise and cloud infrastructure.
* Created the ingress controller and ingress for front and backend services in new environment.
* Deployed services Kafka, mongo db., Fineract by using Helm Charts.

**Project# 3: CIM Application**

**Description:**

Understanding customer requirements setting development, test, release, update, and support processes for every Release, Incidence management and root cause analysis and Coordination and communication within the team and with customers.

**Responsibilities:**

* Experience in the practices, processes, and tools necessary to implement and support DevOps.
* Installed and configured WebSphere Application Server in Dev, Twinn and Prod environments.
* Responsible for tracking and resolving the deployment issues during the build and deployment phase.
* Hands on knowledge of customizing build and deployment implementation process during life cycle of project and tools like Git/GitHub, Jenkins, Maven & SonarQube.
* Work with development teams to assist with various automation and configuration tasks.
* Nexus for automatically storing the artifacts after a successful Jenkins build. Creating repositories, manipulating, and deploying artifacts.
* Responsible for the Plug-in Management, User Management, Build/Deploy Pipeline Setup and End-End Job Setup of all the projects.
* Responsible for tracking and resolving the deployment issues during the build and deployment phase.
* Work with development teams to assist with various automation and configuration tasks.
* Using Configuration management tool Ansible to configuration into multiple servers.
* Responsible for the Plug-in Management, User Management, Build/Deploy Pipeline Setup and
* Creating and building Docker images, containers and writing docker files.
* Configured Maven build automation tool and integrated with Jenkins.
* Created user roles and groups for securing the resources using Local OS Registries.
* Responsible for installing, configuring, and administrating third party software necessary to test the product such as Apache-Tomcat & HTTP Server.

**Project# 4: Dev Transformation**

**Description:**

Understanding customer requirements setting development, test, release, update, and support processes for every Release, Incidence management and root cause analysis and Coordination and communication within the team and with customers.

**Responsibilities:**

* Collaborating with and aiding engineering teams as we work together to create new and enhance existing solutions. Version control with Git. Exposure to various branching workflows and collaborative development.
* Building a multi-region highly available auto-scaling infrastructure that optimizes performance and cost. Deploying Java and Python applications using Elastic Bean Stalk. Stand-up AWS cloud infrastructure using tools like AWS Cloud Formation Template. Configured Load Balancer and Auto-scaling for high availability and disaster recovery.
* Experience with Ansible, particularly writing playbooks to automate application deployment, configuration management, provisioning of infrastructure in AWS and maintenance of Linux application servers.
* Design, build, manage and operate the continuous delivery framework and tools, and act as a subject matter expert on CI/CD for developer teams. Set up and automate the steps involved in Continuous Delivery pipeline using Jenkins CI server. Assist with debugging and root-cause analysis of CI build failures.
* Using Docker for dynamically provisioning Jenkins build slaves and running build jobs. Deploying applications on to Docker containers through Universal Control Plane.
* Scheduling jobs and role-based access management on Ansible tower - POC.

**Qualifications:**

**B. Tech -COMPUTER SCIENCE from Srinivasa Ramanujan Institute of Technology (JNTUA) Engineering College Anantapur.**